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1 About this document

This document is a supplement to the operating and installation manual of the respective charging station.
It contains useful information and application examples for networking, connection and load management.
The content of this document refers to the ECU firmware 5.12.4.

This document applies to the following product variants:
n AMTRON® Professional(+) (E) 7.4 / 22 (PnC)
n AMTRON® Professional(+)* (E) 22 (PnC) – calibration law-compliant –

Comply with the information in all additional documents and especially the operating and in-
stallation manuals for your product.

Copyright ©2021 Mennekes Elektrotechnik GmbH & Co. KG

1.1 Target groups

This document provides information for the qualified electrician only.

Qualified electricians

A qualified electrician is a person who, based on his or her professional education, knowledge and experi-
ence as well as knowledge of relevant provisions, can assess the work assigned to him or her and identify
possible hazards.
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2 Configure charging station

2.1 Connections on the ECU

1

2

Fig. 1: Connections on the ECU

Item Use Connection / slot

1 SIM card Micro-SIM
2 Configuration of the product Micro-USB

2.2 Setting up a connection to the ECU

If the product is connected to a terminal device (e.g. PC, laptop), the product can be configured and status
information can be retrieved. Configuration takes place via the web interface in a current web browser. The
web interface is password-protected.

The following options are available for setting up a connection to the ECU:

2.2.1 Via USB

u Connect terminal device (e.g. PC, laptop) and ECU with a USB cable. To do this, use the Micro-USB port
of the ECU.
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If the driver is not automatically installed under the Windows operating system:
u Navigate to “Control Panel” > “Device Manager” > “Other devices”.
u Right-click on “RNDIS/Ethernet Gadget” > “Update Driver Software” > “Search for driver

software on the computer” > “Select from a list of device drivers on the computer” > “Net-
work Adapter” > “Microsoft Corporation” > “NDIS-compatible remote device”.

ð The driver is being installed.

u Open web browser.
The web interface can be reached via http://192.168.123.123.

u Enter password.
1 “2.2.4 Setup data sheet” [} 5]

2.2.2 Via Ethernet

Requirement(s):
ü The retrofit kit (USB-Ethernet adapter) for networking is installed.
1 Installation instructions for the retrofit kit.
u Connect terminal device (e.g. PC, laptop) and ECU with an Ethernet cable. To do this, use the Ethernet

port on the USB to Ethernet adapterptor.
u Configure the network of the terminal device as follows:

n IPv4 address: 192.168.124.21
n Subnet mask: 255.255.255.0
n Standard gateway: 192.168.124.1

u Open web browser.
The web interface can be reached via http://192.168.124.123.

u Enter password.
1 “2.2.4 Setup data sheet” [} 5]

2.2.3 Via the network

Once the product is integrated into the network via Ethernet, the web interface can also be reached via a
terminal device that is located in the same network.

Requirement(s):
ü The product must be integrated into a network.
ü A terminal device (e.g. PC, laptop) must also be integrated in the network via the router / switch.
ü The IP address of the product must be known.

If the IP address of the product is not known (e. g. due to dynamic IP address configuration
by a DHCP server), the IP address can either be set via a network scan (installed as a free
tool on the terminal device) or via the web interface of the router / switch.

http://192.168.123.123
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u Open web browser on terminal device.
The web interface can be reached via http://IP address.
Example:
n IP address: 192.168.0.70
n The web interface can be reached via: http://192.168.0.70

u Enter password.
1 “2.2.4 Setup data sheet” [} 5]

By entering the relevant IP address in the web browser, each product in the network can be
configured via the terminal device.

The serial number of the respective product is displayed at the top right of the login page for
better correlation with the setup data sheet.

2.2.4 Setup data sheet

The setup data sheet is included in the scope of delivery of the charging station.

Fig. 2: Setup data sheet for AMTRON (example)

http://192.168.0.70
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2.3 Structure of the web interface

1
2 3 4

5

6

Fig. 3: Structure of the web interface for firmware version 5.12.3 (example)

1 Menu
2 Parameter
3 Note / information *
4 Setting / status
5 Language selection button
6 Button to reset and save the changed settings and restart the product

* The notes / information (3) contain a great deal of important information that provides tips
on the respective parameter and for configuration purposes.

2.3.1 Activate new web interface

As of firmware version 5.12.3, the display of the web interface has been adapted. When updating the firm-
ware from the old web interface (firmware version lower than 5.12.3) to the new web interface (firmware
version 5.12.3 or higher), the new web interface must be activated manually.
u Navigate to the “Operator” menu.
u Set the “Web Interface” parameter to “2.0”.
u Click the “Save & Restart” button to activate the new web interface.

2.3.2 Operating the web interface

u Configure the product taking into account the local conditions and customer requirements.
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Changed settings that have not yet been saved are highlighted in blue. The Save button is
displayed. Before the menu can be exited, the changed settings must either be saved
(“Save”) or reset (“Reset all changes”).
After the product has been fully configured, a restart is required.
u Click the “Restart” button to restart the product.

2.3.3 View status information

Fig. 4: “Dashboard” menu

Status information about the product is displayed in the “Dashboard” menu, e.g.
n Current state

n Fault messages
n Charging processes
n IP address (parameter “Interfaces”)
n …

n Configuration settings made
n Load management
n Connection of an external energy meter
n …
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3 Set up network

This product can be networked with all charging stations with ECU (AMEDIO, AMTRON® Professional,
AMTRON® Charge Control).

The ECUs with different firmware version are essentially compatible with one another (for
connecting several charging points to a backend system or for load management). The firm-
ware version listed below is an exception:
n Version 4.52 is not compatible with higher firmware versions. A firmware update is re-

quired before networking.

The products must be connected to a central router or switch via an Ethernet cable (max. length 100 m) in
order to connect several products to form a network. The wiring must be carried out in star topology.

 

 

 

 

AMEDIO
Professional+

AMEDIO
Professional+*

AMTRON®
Professional+

AMTRON®
Charge Control

Switch / Router

Fig. 5: Set up network (example)

Local networking can be used for the following function(s):
n Connection of several charging points to a backend system via a SIM card (wireless communication).
n Connection of several charging points to a backend system via LAN / Ethernet (RJ45) and an external

router
n Operation of local and dynamic load management (DLM)
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3.1 Set up network with dynamic IP addresses (DCHP)

3.1.1 ECU as DHCP server with networking via a switch

The easiest way to set up a network is to use the ECU as a DHCP server and network the
charging stations via a switch.

To connect to the backend system via a SIM card (wireless communication) with dynamic IP
address configuration, it is necessary to use an ECU as a DHCP server.
1 “4 Connection of several charging points to a backend system via a SIM card” [} 17]

If the charging points are connected via a switch, the charging points can be configured for network com-
munication. The dynamic IP address assignment for the ECUs in the network is made by any desired ECU
in the same network, which is configured as a DHCP server. One ECU in the network must therefore be
configured as a DHCP server and all other ECUs as a DHCP client:

 

 

 

 

CS1
Gateway charging point

DHCP server

DHCP client DHCP client

DHCP client

CS4 CS3

CS2

Switch / Router

Fig. 6: CS1 as DHCP server

The ECU that is configured as a DHCP server must be the same ECU that will subsequently be configured
as the Gateway for communication with the backend system.
1 “4 Connection of several charging points to a backend system via a SIM card” [} 17]
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When configuring the DHCP server, no DHCP client must be present in the network. These
must first be deactivated or disconnected from the switch.

u Deactivate the DHCP clients or disconnect them from the switch.

Settings in the web interface of the DHCP server

u In the web interface of the DHCP server, navigate to the menu “Network” > “LAN”.

Fig. 7: Web interface of the DHCP server for configuring dynamic IP addresses

u Set the following parameters in the web interface of the DHCP server:

Parameter Web interface setting - 
CS1 / DHCP server

Show LAN Configuration u Select “Show”.
Mode for ethernet configuration u Select “DHCP server”.

u Click the “Save” button to save the setting(s).
u Reactivate the DHCP clients or reconnect them to the switch (only if the configuration takes place via

the network).

Required settings in the web interface
Parameter CS1 / DHCP server CS2 / DHCP client CS3 / DHCP client ...

Mode for ethernet
configuration

DHCP server Auto (DHCP client) Auto (DHCP client) Auto (DHCP client)

The “Mode for ethernet configuration” parameter is set to “Auto (DHCP client)” on delivery.

The charging stations are now networked. By entering the relevant IP address in the web browser, each
ECU in the network can be configured via the terminal device.

IP address configuration via the DHCP server takes place step by step (incremental). It be-
gins with 172.16.23.100 and ends with 172.16.23.254. Alternatively, the IP addresses can be
determined via a network scan (install as a free tool on the terminal device).
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3.1.2 Router as DHCP server

To connect to the backend system via LAN / Ethernet (RJ45) and an external router, it is ne-
cessary to use the router with the Internet connection as a DHCP server.
1 “5 Connection of several charging points to a backend system via LAN / Ethernet (RJ45)

and an external router” [} 24]

Alternatively, the IP address configuration can also take place statically.
1 “3.2 Set up network with static IP addresses” [} 12]

If the charging points are connected via a router, the charging points can be configured for network com-
munication. The dynamic IP address assignment for the ECUs in the network is made by any router in the
same network, which is configured as a DHCP server. All ECUs are configured as DHCP clients.

 

 

 

 

CS1

DHCP client

DHCP client DHCP client

DHCP client

CS4 CS3

CS2

Router / DHCP server

Fig. 8: Router as DHCP server

Settings in the web interfaces of each networked charging station

u In the web interface of each networked charging station, navigate to the menu “Network” > “LAN”.
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Fig. 9: Web interface of every networked charging station for configuring dynamic IP addresses

Required settings in the web interface
Parameter CS1 / DHCP client CS2 / DHCP client CS3 / DHCP client ...

Mode for ethernet
configuration

Auto (DHCP client) Auto (DHCP client) Auto (DHCP client) Auto (DHCP client)

The “Mode for ethernet configuration” parameter is set to “Auto (DHCP client)” on delivery.

The charging stations are now networked. By entering the relevant IP address in the web browser, each
ECU in the network can be configured via the terminal device.

If the IP address of the product is not known (e. g. due to dynamic IP address configuration
by a DHCP server), the IP address can either be set via a network scan (installed as a free
tool on the terminal device) or via the web interface of the router / switch.

3.2 Set up network with static IP addresses

As an alternative to the dynamically assigned IP addresses, the ECUs can also be assigned static IP ad-
dresses.
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192.168.0.2

192.168.0.5

192.168.0.3

192.168.0.4

Switch / Router

Fig. 10: Static IP addresses

IP addresses can be configured in one of two ways:
n Via the USB port of each charging station

To do this, it is necessary to open each charging station and connect a USB cable to each ECU.
1 “3.2.1 Via the USB port of each charging station” [} 13]
n Via the network

All charging stations in the network can be configured via the terminal device. The charging stations do
not have to be opened in this case.

1 “3.2.2 Via the network” [} 14]

3.2.1 Via the USB port of each charging station

u In the web interface of each networked charging station, navigate to the menu “Network” > “LAN”.
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Fig. 11: Web interface of all networked charging points for configuring static IP addresses

u Set the following parameters in the web interface of each networked charging station:

Parameter Web interface setting

Show LAN Configuration u Select “Show”.
Mode for ethernet configuration u Select “Static”.

Static network configuration IP u Enter static IP address.
Static network configuration netmask u Enter network screen.

u Select the static IP address in accordance with the switch. Requirements:
ü The IP addresses of the ECUs should be numbered consecutively.
ü An IP address must not be configured twice within a network.

The address ranges below must not be used as a static IP address:
n 192.168.123.xxx
n 192.168.124.xxx
n 192.168.125.xxx

u Click the “Save” button to save the setting(s).

The charging stations are now networked. By entering the relevant IP address in the web browser, each
ECU in the network can be configured via the terminal device.

3.2.2 Via the network

In the delivered condition, all charging stations have the same static IP address. The static IP
address must therefore be set for each charging station individually and in sequence. Only
the charging station that is currently being configured and the charging stations that have
already been configured may be switched on or integrated in the network.

u Deactivate all charging stations or disconnect them from the Ethernet switch.
u Reactivate the first charging station or reconnect it to the Ethernet switch.
u In the web interface, navigate to the menu “Network” > “LAN”.
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Fig. 12: Web interface for configuring static IP addresses

u Set the following parameters in the web interface:

Parameter Web interface setting

Show LAN Configuration u Select “Show”.
Mode for ethernet configuration u Select “Static”.

Static network configuration IP u Enter static IP address.
Static network configuration netmask u Enter network screen.

u Select the static IP address in accordance with the switch. Requirements:
ü The IP addresses of the ECUs should be numbered consecutively.
ü An IP address must not be configured twice within a network.

The address ranges below must not be used as a static IP address:
n 192.168.123.xxx
n 192.168.124.xxx
n 192.168.125.xxx

If the networked charging stations are connected to a backend system via a SIM card and
the IP address of the Gateway charging point is already known, the IP address can also be
entered directly in the parameter “Static network configuration gateway”.
1 “4.3 Additional settings for local networking with statically assigned IP addresses” [} 20]

u Click the “Save” button to save the setting(s).
u Activate the second charging station or connect it to the Ethernet switch and make the above-listed

settings.
u ...

The charging stations are now networked. By entering the relevant IP address in the web browser, each
ECU in the network can be configured via the terminal device.
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3.3 Integrating the product into an existing charging point network

To integrate the product into an existing charging point network. observe the following sequence:
1. Install and network the product.
2. Integrate the product into the charging point network via the web interface.
3. Update the firmware of all networked products.

The ECUs with different firmware version are essentially compatible with one another (for
connecting several charging points to a backend system or for load management). The firm-
ware version listed below is an exception:
n Version 4.52 is not compatible with higher firmware versions. A firmware update is re-

quired before networking.

4. Configure the product in the backend system (if necessary).
5. Perform a function test or start the charging process.
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4 Connection of several charging points to a backend system via a
SIM card

If several charging points are to be connected to a backend system via a SIM card, one charging point in
the network must be configured as a Gateway. The Gateway charging point acts as an interface between
the locally networked charging points on one side and the backend system on the other.

 

 

 

 

CS1
Gateway charging point

CS4 CS3

CS2

Switch / Router

Fig. 13: CS1 as Gateway charging point

The connection to a backend system of charging stations with an ECU differs from the con-
nection to a backend system of charging stations with an ACU. The main difference is that,
for charging stations with an ECU, each charging point or each master charging point can
communicate with the backend system via dedicated OCPP. The backend URL must be re-
gistered in the web interface of each ECU.
The gateway charging point with the integrated wireless communication modem acts exclus-
ively as a router for the remaining charging points in the network.

Requirements for the network:
ü The charging stations must be on the same network.
1 “3 Set up network” [} 8]
ü The IP address configuration can take place statically or dynamically. In the case of dynamic IP address

configuration, the ECU must be used as a DHCP server.
1 “3.2 Set up network with static IP addresses” [} 12]
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1 “3.1.1 ECU as DHCP server with networking via a switch” [} 9]

Requirement for the Gateway charging point:
ü Each charging point with an integrated wireless communication modem can be configured as a Gate-

way (all product variants with a “+” in the name have an integrated wireless communication modem).
ü The Gateway charging point must have a micro SIM card for wireless communication.
ü When connecting to a network in which the ECU functions as a DHCP server: The charging point that is

configured as a DHCP server must also be the Gateway charging point.
1 “3.1.1 ECU as DHCP server with networking via a switch” [} 9]

Further requirements:
ü The network must have only one Gateway charging point.
ü For the Gateway functionality, communication with the backend system must be via OCPP 1.6j.
ü The maximum number of charging points that are connected to a backend system via wireless commu-

nication must be selected depending on the network quality at the location and the available data
volume. MENNEKES recommends connecting a maximum of 50 charging points to a backend system
via a SIM card.

4.1 Define Gateway charging point

The Gateway charging point is defined by setting the charging point with the integrated SIM card to “On”
for the parameter ”WAN-Router”.

Settings in the web interface of the Gateway charging point

u In the web interface of the Gateway charging point, navigate to the menu “Backend” > “Connection”.
u Set the following parameters in the web interface of the Gateway charging point:

Parameter Web interface setting

Connection Type u Select “GSM”.

u In the web interface of the Gateway charging point, navigate to the menu “Network” > “GSM”.
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Fig. 14: Web interface of the Gateway charging point for configuring the Gateway charging point

u Set the following parameters in the web interface of the Gateway charging point:

Parameter Web interface setting

Show Modem Configuration u Select “Show”.
WAN-Router u Select “On”.

Settings in the web interface of the remaining networked charging stations

u In the web interface of the remaining networked charging stations, navigate to the menu “Backend” >
“Connection”.

u Set the following parameters in the web interface of the remaining networked charging stations:

Parameter Web interface setting

Connection Type u Select “Ethernet”.

u Click the “Save” button to save the setting(s).

The following settings are only required for charging stations with a wireless communication modem (all
product variants with a “+” in the name have an integrated wireless communication modem). Charging sta-
tions without a wireless communication modem do not have the “GSM” menu.
u In the web interface of the remaining networked charging stations with a wireless communication mo-

dem, navigate to the menu “Network” > “GSM”.
u Set the following parameters in the web interface of the remaining networked charging stations with a

wireless communication modem:
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Parameter Web interface setting

Show Modem Configuration u Select “Show”.
WAN-Router u Select “Off”.

u Click the “Save” button to save the setting(s).

4.2 Select OCPP communication protocol
u In the web interface of each networked charging station, navigate to the menu “Backend” > “OCPP”.

Fig. 15: Web interface of each networked charging station for configuring the OCPP communication pro-
tocol

u Set the following parameters in the web interface of each networked charging station:

Parameter Web interface settings
CS1 / Gateway
charging point

CS2 CS3 ...

OCPP Mode u Select “OCPP-J 1.6”.
WebSockets JSON OCPP URL of the Backend u Enter the WS / WSS-URL of the OCPP backend

system.

u Click the “Save” button to save the setting(s).

4.3 Additional settings for local networking with statically assigned IP addresses

The following configurations only need to be implemented if the IP addresses were assigned manually
(statically).
1 “3.2 Set up network with static IP addresses” [} 12]

If the IP addresses of all charging points in the network were assigned manually (statically), in addition to
the manually entered IP address of the charging point, the IP address of the Gateway charging point in
each charging point (except for the actual Gateway charging point) must also be specified.
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CS1
Gateway charging point

CS4 CS3

CS2

Switch / Router

IP address: 192.168.0.2
IP address of Gateway
charging point: -

IP address: 192.168.0.3
IP address of Gateway
charging point: 192.168.0.2

IP address: 192.168.0.4
IP address of Gateway
charging point: 192.168.0.2

IP address: 192.168.0.5
IP address of Gateway
charging point: 192.168.0.2

Fig. 16: CS1 as Gateway charging point

Settings in the web interface of the Gateway charging point

u In the web interfaces of the Gateway charging point, navigate to the menu “Network” > “LAN”.

Fig. 17: Web interface of the Gateway charging point for configuring the static IP addresses

u Set the following parameters in the web interface of the Gateway charging point:

Parameter Web interface setting

Show LAN Configuration u Select “Show”.
Mode for ethernet configuration u Select “Static”.
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Parameter Web interface setting

Static network configuration IP u Enter static IP address.
Static network configuration netmask u Enter network screen.

Static network configuration gateway u Leave parameter empty.

The parameter “Static network configuration gateway” must remain empty for the Gateway
charging point.

Settings in the web interfaces of each networked charging station

u In the web interfaces of each networked charging station, navigate to the menu “Network” > “LAN”.

Fig. 18: Web interface of every networked charging station for configuring static IP addresses

u Set the following parameters in the web interface of each networked charging station:

Parameter Web interface setting

Show LAN Configuration u Select “Show”.
Mode for ethernet configuration u Select “Static”.

Static network configuration IP u Enter static IP address.
Static network configuration netmask u Enter network screen.

Static network configuration gateway u Enter Gateway (IP address of Gateway charging
point).

In the parameter “Static network configuration gateway”, the IP address of the Gateway
charging point (parameter “Static network configuration IP”) must be entered for each addi-
tional networked charging station.
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Example

Parameter Web interface settings
CS1 / Gate-
way charging
point

CS2 CS3 ...

Mode for ethernet configuration Static Static Static Static
Static network configuration IP 192.168.0.2 192.168.0.3 192.168.0.4 192.168.0….

Static network configuration netmask 255.255.255.
0

255.255.255.
0

255.255.255.
0

255.255.255.
0

Static network configuration gateway 192.168.0.2 192.168.0.2 192.168.0.2
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5 Connection of several charging points to a backend system via
LAN / Ethernet (RJ45) and an external router

Requirements for the network:
ü The charging stations must be on the same network.
1 “3 Set up network” [} 8]
ü The router in the network has an Internet connection.
ü The IP address configuration can take place statically or dynamically.

Settings in the web interfaces of each networked charging station

u In the web interface of each networked charging station, navigate to the menu “Backend” > “Connec-
tion” or “OCPP”.

Fig. 19: Web interface for connecting several charging points to a backend system via LAN / Ethernet
(RJ45) and an external router

u Set the following parameters in the web interface of each networked charging station:

Parameter Web interface setting

Connection Type u Select “Ethernet”.
OCPP Mode u Select “OCPP-J 1.6”.

WebSockets JSON OCPP URL of the Backend u Enter the WS / WSS-URL of the OCPP backend
system.

HTTP Basic Authentication password u Enter the password for the HTTP basic authentic-
ation.

An empty field means that HTTP basic authentica-
tion is not used.
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We recommend using a secure Internet connection to communicate with the backend sys-
tem. This can be done, for example, via a SIM card provided by the backend system oper-
ator or via a connection secured by TLS. In the case of access via the public Internet, at least
the HTTP basic authentication should be activated, otherwise the data will be transmitted in
a format that is readable for unauthorised third parties.

Information concerning OCPP and the password for the HTTP basic authentication are
provided by your backend system provider.

u Click the “Save” button to save the setting(s).
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6 Operation of local and dynamic load management (DLM)

The main purpose of load management is to ensure that as many vehicles as possible can be charged sim-
ultaneously, without overloading the power supply. The available energy must be distributed to the con-
nected vehicles as evenly as possible. In the process, the vehicles must be charged with the highest pos-
sible charging current.

Requirement(s):
ü The charging stations must be on the same network.
1 “3 Set up network” [} 8]

There are two principles concerning the supply of the entire charging infrastructure at the location:
n The value of the maximum upper current limit is static and corresponds, for example, to the value of the

building connection or the back-up fuse of the charging infrastructure.
n The value of the maximum upper current limit is dynamic and regulated, for example, as a function of

the other consumers at the location.

Benefits

n Cost reduction / cost avoidance
n Peak load avoidance
n Reduced expansion of the grid connection
n Energy consumption during favourable tariff periods
n Optimal use of renewable energy
n Flexibility and convenience
n Increase availability of charging points
n Intelligent, dynamic controls for fastest possible, cost-optimised charging

Operating principle

In load management, one of the charging points in the network always assumes the coordination function.
This charging point, which is also referred to as the DLM-Master, distributes the maximum available energy
proportionately to the remaining charging points in the network. Any charging point in the network can be
configured as the DLM-Master in the web interface (regardless of whether it is already configured as a
Gateway charging point). All other charging points must be configured as DLM-Satellites.



27

 

 

 

 

Gateway charging point

Switch / Router

DLM-Master

DLM-SatelliteDLM-Satellite

DLM-Satellite

Fig. 20: DLM-Master – DLM-Satellites

n Load management distributes the maximum available power to the connected vehicles.
n Load management responds as a function of all internal phase-accurate measurements.
n All current charging currents are considered in “real time”.
n Load management regulates the connected vehicles in the entire charging point network on an equal

basis. Regulation takes place in 1 A steps.
n If the charging current on the vehicle side is reduced at the end of the charging process or to pause

the charge, the released power reserve is distributed to the other connected vehicles.
n If an external energy meter is connected to the DLM-Master, the maximum available power depends on

the remaining power consumption at the location and is automatically reduced or increased according
to the load. If an external energy meter is connected, therefore, additional power consumers (outside
the charging infrastructure) can be considered.

View networked charging stations

Once a DLM-Master has been defined in the web interface, the menu “Dashboard” > “DLM Status” is dis-
played. No settings can be made here. Information is provided about the network connection of the re-
spective charging station. In the web interface of the DLM-Master, additional information about the network
settings (“DLM Configuration”) and the status of the networked charging stations (“DLM Connected
Slaves”) is provided.

The various options (use cases) for load management and the necessary configurations are described be-
low.
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6.1 Use case: Car park with several charging points

Application field:
For cost reasons, it may be appropriate during the installation not to lay the supply line for the full capacity
of the charging point network (all charging stations on one supply line), but to limit the capacity. All connec-
ted vehicles charge with full charging power until the maximum current for the supply line has been
reached. If another vehicle is plugged into a charging point, load management distributes the charging cur-
rents intelligently to all vehicles.

Objective of load management:
The total charging current of all charging points must not exceed the rated current of fuse F3, so that the
power supply and the operational reliability of the charging stations are always ensured.

1
DLM-Master

234

1

Fig. 21: Load management of a car park with several charging points (Example: Products with integrated re-
sidual current device and circuit breaker)

1 Main fuse / EVSE Sub-Distribution Limit

Example

Parameter Web interface setting
CP1 / DLM-Master CP2 / CP3 / CP4 / DLM-Satel-

lite

Dynamic Load Management - DLM Mas-
ter/Slave

DLM Master (With internal
DLM-Slave)

DLM Slave (Master-Auto-Dis-
covery)

DLM Network Id 0 0

EVSE Sub-Distribution Limit (L1/L2/L3) [A] 100 100 100 - - -
Operator EVSE Sub-Distribution Limit (L1/
L2/L3) [A]

100 100 100 - - -

If necessary, a load profile for 24 hours can be set up.
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1 “6.6 Static load profile for 24 hours” [} 42]

6.2 Use case: Car park with several charging stations and common power connection

Application fields:
n For cost reasons, it may be appropriate during the installation not to configure the supply line for the

full capacity of all charging stations on each respective supply line, but to limit the capacity. All connec-
ted vehicles charge with full charging power until the maximum current for the supply line has been
reached. If another vehicle is plugged into a charging point, load management distributes the charging
currents intelligently to all vehicles.

n The charging points can be connected to different supply lines and still be in the same network (e.g. for
common communication with a backend system). By assigning a load management network ID (“DLM
Network Id”), load management can be operated separately for each supply line.

Objective of load management:
To ensure the power supply and operational reliability of a network of defined charging points.

1
DLM-
Master

23
DLM-
Master

4

1

2
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Fig. 22: Load management of a car park with several charging points and a common network connection
(Example: Products with integrated residual current device and circuit breaker)

1 Main fuse for charging point network with network ID =1 / EVSE Sub-Distribution Limit
2 Main fuse for charging point network with network ID =0 / EVSE Sub-Distribution Limit
3 Network ID = 1 (marked green)
4 Network ID = 0 (marked orange)

Settings in the web interfaces of each networked charging station

u In the web interface of each networked charging station, navigate to the menu “Load Management” >
“Dynamic Load Management”.
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Fig. 23: Web interface of the DLM-Master for configuring load management

u Set the following parameters in the web interface of each networked charging station:

Parameter Web interface setting

Dynamic Load Manage-
ment - DLM Master/
Slave

Used to set the charging point function for load management in a DLM net-
work. The charging point that is assigned the setting “DLM Master (With in-
ternal DLM-Slave)”, is the DLM-Master. The charging point that is assigned the
setting “DLM Slave (Master-Auto-Discovery)”, is the DLM-Satellite.

DLM Network Id The charging points must be assigned to the same DLM network.

EVSE Sub-Distribution
Limit (L1/L2/L3) [A]

Maximum mains current available for load management. This parameter can
be set only in the web interface of the DLM-Master.

Operator EVSE Sub-Dis-
tribution Limit (L1/L2/L3)
[A]

Upper current limit for load management. This value is smaller than or equals
the value for “EVSE Sub-Distribution Limit (L1/L2/L3) [A]”. This parameter can
be set only in the web interface of the DLM-Master.

u Click the “Save” button to save the setting(s).
ü Load management now ensures that the outer conductor currents in the supply line are limited to the

respective current value.

Example

Settings in the web interface – DLM Network Id: 0
Parameter CP3 / DLM-Master CP4 / DLM-Satellite

Dynamic Load Management - DLM Mas-
ter/Slave

DLM Master (With internal
DLM-Slave)

DLM Slave (Master-Auto-Dis-
covery)

DLM Network Id 0 0

EVSE Sub-Distribution Limit (L1/L2/L3) [A] 100 100 100 - - -
Operator EVSE Sub-Distribution Limit (L1/
L2/L3) [A]

100 100 100 - - -
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Settings in the web interface – DLM Network Id: 1
Parameter CP1 / DLM-Master CP2 / DLM-Satellite

Dynamic Load Management - DLM Mas-
ter/Slave

DLM Master (With internal
DLM-Slave)

DLM Slave (Master-Auto-Dis-
covery)

DLM Network Id 1 1

EVSE Sub-Distribution Limit (L1/L2/L3) [A] 100 100 100 - - -
Operator EVSE Sub-Distribution Limit (L1/
L2/L3) [A]

100 100 100 - - -

If necessary, a load profile for 24 hours can be set up.
1 “6.6 Static load profile for 24 hours” [} 42]

6.3 Use case: Consideration of dynamic measured values of an external energy meter
(Standalone application with one charging point and Master-Satellite application with several
charging stations and common power connection)

Requirement(s):
ü The load management system cannot distribute the power supply dynamically to the individual char-

ging points. Therefore, the connection lines of the charging stations must be designed for the full capa-
city of all connected charging stations. Alternatively, a maximum charging current can be assigned to
the charging points. To do this, the parameter “ Installation Current Limit [A]” must be set so that the
sum of all charging currents in a DLM network does not exceed the capacity of the connecting cables.

ü All charging stations must have been assigned the same DLM Network Id.
ü A network-compatible Modbus energy meter with Ethernet interface and TCP/IP protocol (e.g. Siemens

PAC 2200) must be installed in the power distribution and integrated via the switch into the same net-
work as the charging stations.

Objective of load management:
To ensure the power supply and operational reliability of a network of charging points.

Application field:
To prevent an overload at the building connection with one or more charging points (blackout protection),
it is necessary to record the current values ​​from the building connection with an additional external energy
meter. The energy meter also takes account of other consumers in the building.

The external energy meter can be placed in such a way that only the external consumers are measured or
that the external consumers and the charging station(s) are measured.

The ECU is compatible with the following energy meters:

1. Siemens PAC2200:
n Indirect measurement via a converter (5 A):

n 7KM2200-2EA30-1JA1 (with MID authorisation)
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n 7KM2200-2EA30-1EA1 (without MID authorisation)
n Direct measurement (up to 65 A)

n 7KM2200-2EA40-1JA1 (with MID authorisation)
n 7KM2200-2EA40-1EA1 (without MID authorisation)

2. Phoenix EEM-MB371-EIP 2907976:
This energy meter also enables the direct connection of Rogowski coils.

6.3.1 Option 1: Energy meter measures external consumers only

The DLM-Master queries at regular intervals the current consumption measured by the energy meter M2.
The DLM-Master subtracts the current consumption at energy meter M2 from the set value in the para-
meter “Main Distribution Limit (L1/L2/L3) [A]” and makes the remaining power available to the charging sta-
tions. The charging current is distributed evenly to all connected vehicles.

Networking between the energy meter and the charging station takes place via a direct connection or via a
switch / router.

Connection example: Single-family house (standalone)

1
DLM-Master

1

2

3

4

5

6

7

Fig. 24: Energy meter measures external consumer only: Connection example for a single-family housing
(standalone)
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1 Electrical network
2 Main fuse F1 / EVSE Sub-Distribution Limit
3 Main energy meter M1
4 Circuit breaker for CP1
5 Fuse F2
6 Energy meter M2
7 Switch / router

Connection example: Apartment building (Master-Satellite)

...

1
DLM-Master

23

1

2

3

4

5

6

7

Fig. 25: Energy meter measures external consumers only: Connection example for an apartment building
(Master-Satellite) (Example: AMTRON® with integrated residual current device and circuit breaker)

1 Electrical network
2 Main fuse F1 / EVSE Sub-Distribution Limit
3 Main energy meter M1
4 Circuit breaker for CP1, CP2, CP3, ...
5 Fuse F2
6 Energy meter M2
7 Switch / router
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Settings in the web interface of the DLM-Master

u In the web interface of the DLM-Master, navigate to the menu “Load Management” > “Dynamic Load
Management”.

Fig. 26: Web interface of the DLM-Master for configuring load management

u Set the following parameters in the web interface of the DLM-Master:

Parameter Setting

Dynamic Load Management -
DLM Master/Slave

u Select “DLM Master (With internal DLM-Slave)”.

EVSE Sub-Distribution Limit (L1/
L2/L3) [A]

Maximum mains current available for load management.
If only one charging point is integrated, the value of the parameter
“Installation Current Limit [A]” must be entered here.

Operator EVSE Sub-Distribution
Limit (L1/L2/L3) [A]

Upper current limit for load management. This value can be changed
during operation (e.g. temporarily from an EMS).
If only one charging point is integrated, the value of the parameter
“Installation Current Limit [A]” must be entered here.

External Meter Support u Select “On”.

Meter configuration (Second) Setting for which energy meter was used.
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Parameter Setting
IP address of second meter IP address of the energy meter.

Port number of Second Meter Port number of the energy meter.
Main Distribution Limit (L1/L2/L3)
[A]

Upper current limit for load management (rated current of the main
fuse at the building connection). The external consumers that are re-
corded by the energy meter must also be considered here.

External Meter Location u Select “Excluding EVSE Sub-Distribution”.

Example

Parameter Setting: CP1 / DLM-Master

Dynamic Load Management - DLM Master/Slave DLM Master (With internal DLM-Slave)
EVSE Sub-Distribution Limit (L1/L2/L3) [A] 100 100 100

Operator EVSE Sub-Distribution Limit (L1/L2/L3) [A] 100 100 100
External Meter Support On

Meter configuration (Second) Modbus Siemens 7KM2200 (TCP)
IP address of second meter 192.168.0.2

Port number of Second Meter 80
Main Distribution Limit (L1/L2/L3) [A] 100 100 100

External Meter Location Excluding EVSE Sub-Distribution

Query the IP address and port number of the Siemens 7KM2200 (TCP) energy meter

The F1, F2, F3 and F4 keys on the energy meter are required for this.
u Press the F4 key to open the menu.
u Press the F2 key and navigate to “Settings”.
u Press the F4 key to open ”Settings”.
u Press the F3 key several times and navigate to “Communication”.
u Press the F4 key to open “Communication”.
u Press the F4 key to open “Modbus TCP”.
u Press the F3 key and navigate to “IP: IP address of the meter”. Make a note of the IP address of the en-

ergy meter.
u Press the F3 key several times and navigate to “Modbus Port”. Make a note of the port number of the

energy meter.
u Press the F1 key 4 times to close the menu.

6.3.2 Option 2: Energy meter measures external consumers and charging stations (total consumption)

The DLM-Master queries at regular intervals the current consumption measured by the energy meter M2.
The DLM-Master regulates the individual charging currents of the charging points so that the measured
value of the energy meter M2 does not exceed the set value “Main Distribution Limit (L1/L2/L3) [A]”. The
charging current is distributed evenly to all connected vehicles.
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Networking between the energy meter and the charging station takes place via a direct connection or via a
switch / router.

Connection example: Single-family house (standalone)

1
DLM-Master

1

2

3

4

5

6

7

Fig. 27: Energy meter measures total consumption: Connection example for a single-family housing (stan-
dalone)

1 Electrical network
2 Main fuse F1 / EVSE Sub-Distribution Limit
3 Main energy meter M1
4 Energy meter M2
5 Circuit breaker for CP1
6 Fuse F2
7 Switch / router
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Connection example: Apartment building (Master-Satellite)

...

1
DLM-Master

23

1

2

3

4

5

6

7

Fig. 28: Energy meter measures total consumption: Connection example for an apartment building (Master-
Satellite) (Example: AMTRON® with integrated residual current device and circuit breaker)

1 Electrical network
2 Main fuse F1 / EVSE Sub-Distribution Limit
3 Main energy meter M1
4 Energy meter M2
5 Circuit breaker for CP1, CP2, CP3. …
6 Fuse F2
7 Switch / router

Settings in the web interface of the DLM-Master

u In the web interface of the DLM-Master, navigate to the menu “Load Management” > “Dynamic Load
Management”.
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Fig. 29: Web interface of the DLM-Master for configuring load management

u Set the following parameters in the web interface of the DLM-Master:

Parameter Setting

Dynamic Load Management -
DLM Master/Slave

u Select “DLM Master (With internal DLM-Slave)”.

EVSE Sub-Distribution Limit (L1/
L2/L3) [A]

Maximum mains current available for load management.
If only one charging point is integrated, the value of the parameter
“Installation Current Limit [A]” must be entered here.

Operator EVSE Sub-Distribution
Limit (L1/L2/L3) [A]

Upper current limit for load management. This value can be changed
during operation (e.g. temporarily from an EMS).
If only one charging point is integrated, the value of the parameter
“Installation Current Limit [A]” must be entered here.

External Meter Support u Select “On”.

Meter configuration (Second) Setting for which energy meter was used.
IP address of second meter IP address of the energy meter.

Port number of Second Meter Port number of the energy meter.
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Parameter Setting
Main Distribution Limit (L1/L2/L3)
[A]

Upper current limit for load management (rated current of the main
fuse at the building connection). The external consumers that are re-
corded by the energy meter must also be considered here.

External Meter Location u Select “Including EVSE Sub-Distribution”.

Example

Parameter Setting: CP1 / DLM-Master

Dynamic Load Management - DLM Master/Slave DLM Master (With internal DLM-Slave)
EVSE Sub-Distribution Limit (L1/L2/L3) [A] 100 100 100

Operator EVSE Sub-Distribution Limit (L1/L2/L3) [A] 100 100 100
External Meter Support On

Meter configuration (Second) Modbus Siemens 7KM2200 (TCP)
IP address of second meter 192.168.0.2

Port number of Second Meter 80
Main Distribution Limit (L1/L2/L3) [A] 100 100 100

External Meter Location Including EVSE Sub-Distribution

Query the IP address and port number of the Siemens 7KM2200 (TCP) energy meter

The F1, F2, F3 and F4 keys on the energy meter are required for this.
u Press the F4 key to open the menu.
u Press the F2 key and navigate to “Settings”.
u Press the F4 key to open ”Settings”.
u Press the F3 key several times and navigate to “Communication”.
u Press the F4 key to open “Communication”.
u Press the F4 key to open “Modbus TCP”.
u Press the F3 key and navigate to “IP: IP address of the meter”. Make a note of the IP address of the en-

ergy meter.
u Press the F3 key several times and navigate to “Modbus Port”. Make a note of the port number of the

energy meter.
u Press the F1 key 4 times to close the menu.
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6.4 Use case: Activate the interface (Modbus TCP server) for energy management systems
(EMS)

Fig. 30: Web interface for configuring the Modbus TCP

If each charging station is to be controlled separately by an EMS, the interface must be activated in the
web interface of each charging station.
If the entire charging point network is to be controlled by an EMS, the interface only needs to be activated
in the web interface of the DLM Master.
u Navigate to the menu “Load Management” > “Modbus” and set the following parameters:

Parameter Setting

Modbus TCP Server u Select “On”.
Modbus TCP Server Base Port TCP port number on which the Modbus TCP socket

accepts connections.

Modbus TCP Server Register Address Set u Select “MENNEKES”.
Modbus TCP Server Allow Start/Stop Transaction u Select “On”.

Modbus TCP Server Allow UID Disclose Setting to determine whether the energy manage-
ment system is allowed to read out the UID of the
RFID card of the current charging process.

The Modbus TCP register table can be made available on request.

6.5 Use case: Downgrade when using the energy meter Siemens 7KM2200 (TCP)

Requirement(s):
ü The external energy meter Siemens 7KM2200 (TCP) was integrated in the network and configured.
1 “6.3 Use case: Consideration of dynamic measured values of an external energy meter (Standalone ap-

plication with one charging point and Master-Satellite application with several charging stations and
common power connection)” [} 31]

The digital input of the energy meter can be used as a downgrade input to reduce the current for a single
charging point or a charging point network. There are two options for controlling the digital input:
n via an external 12 V DC or 24 V DC control signal
n via a coupling relay and an additional power supply
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Control via an external 12 V DC or 24 V DC control signal

The control signal can be generated, for example, by an external load shedding relay or an external timer.
As soon as the 12 V DC or 24 V DC control signal is applied to the digital input, the charging current is re-
duced according to the set configuration.
u Connect the external control system to terminal 12 of the digital input.

Control via a coupling relay and additional power supply

The digital input can be controlled with a coupling relay (S0) and an additional power supply (1).

S0
DI+

DI-+ -

Terminal 12 (DI+)
(external energy
meter)

Terminal 12 (DI-)
(external energy
meter)1

Fig. 31: Control via a coupling relay and additional power supply

1 External power supply, max. 30 V DC

u Connect the external control system to terminal 12 of the digital input.

Configuration in the web interface of the ECU

u Navigate to the menu “Load Management” > “Dynamic Load Management” and set the following para-
meters:

Parameter Setting

Meter Digital Input Config u Select “On”.
Meter Digital Input Current Offset (L1/L2/L3) [A] The value by which the upper current limit for load

management (parameter “Operator EVSE Sub-Dis-
tribution Limit (L1/L2/L3) [A]“) is reduced as soon as
the digital input is energised.

u Click the “Save” button to save the setting(s).

The value by which the upper current limit is reduced as soon as the digital input is energised can be
checked in the menu “Dashboard” > “DLM Status” under “Operator EVSE Sub-Distribution Limit (L1/L2/L3)
[A]”.

Configuration of the digital input on the Siemens 7KM2200 energy meter (TCP)

The F1, F2, F3 and F4 keys on the energy meter are needed to select the required “On/Off-Peak” setting.
u Press the F4 key to open the menu.
u Press the F2 key and navigate to “Settings”.
u Press the F4 key to open ”Settings”.
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u Press the F3 key several times and navigate to “Integrated I/O”.
u Press the F4 key to open “Integrated I/O”.
u Press the F3 key and navigate to “Dig input”.
u Press the F4 key to open “Dig input”.
u Press the F4 key to open “Action”.
u Press the F3 key and navigate to “On/Off-Peak”.
u Press the F4 key to confirm “On/Off-Peak”.
u Press the F1 key 4 times to close the menu.

6.6 Static load profile for 24 hours

It is possible to store a load profile for 24 hours, for example, in order to bypass known, everyday bottle-
necks in the power supply. The configured current limit values ​​are not exceeded by the DLM.

Requirement(s):
ü The product is connected to a backend system (for time synchronisation).

Settings in the web interface of the DLM-Master

u In the web interface, navigate to the menu “Load Management” > “Dynamic Load Management”.
u Set the following parameters in the web interface:

Parameter Web interface setting

Dynamic Load Management - DLM Master/Slave u Select “DLM Master (With internal DLM-Slave)”.
Maximum Current Scheduler u Select “On”.

u Enter desired load profile.

Fig. 32: Entering the load profile

The settings in the above example lead to the following load profile:
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Time (UTC) Max. charging current [A]
L1 L2 L3

0 – 7 hrs 32 32 32
7 – 16 hrs 16 16 16

16 – 20 hrs 6 6 6
20 – 0 hrs 32 32 32

u Click the “Save” button to save the setting(s).

The listed times refer to universal time (UTC). In countries in other time zones (e.g. UTC+1),
the times must be adjusted accordingly. If necessary, the times must also be adjusted ac-
cording to summer and winter time.
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7 Unbalanced load prevention

Unbalanced load refers to the uneven loading of the outer conductors of a three-phase alternating current
network. To avoid unbalanced load, the load must be distributed evenly to the three outer conductors. In
Germany, according to the technical connection conditions (TAB), the grid operator is limited to an asym-
metry of up to 20 A at the grid connection point. An unbalanced load of the charging station can be pre-
vented via the web interface.

An unbalanced load can be prevented in the following situations:
n Standalone charging point (e. g. AMTRON® Professional+; operating mode “Standalone Autostart“):

n For a charging point, this setting prevents a single-phase load of more than 20 A from being ap-
plied, as otherwise an unbalanced load would arise.

n For charging points with a connected external energy meter, the charging point is always controlled
in such a way that an overload does not occur at the point where the external energy meter is con-
nected. In this way, other consumers are also considered. Thus the maximum difference between
two phases will never be more than 20 A.

n Several charging points (e. g. several AMTRON® Professional+; operating mode “networked”):
n With several charging points in a network, the setting always refers to the combination of all char-

ging points. Here, too, this ensures that an unbalanced load never occurs on the supply line to the
charging stations.

n With several charging points and one external energy meter in a network, an unbalanced load is
prevented at the point of the external energy meter. In this way, other consumers are also con-
sidered.

Settings in the web interfaces of each networked charging station

u In the web interface of each networked charging station, navigate to the menu “Load Management” >
“Dynamic Load Management”.
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Fig. 33: Web interface of the DLM-Master for configuring the prevention of an unbalanced load

u Set the following parameters in the web interface of each networked charging station:

Parameter Web interface setting

Dynamic Load Manage-
ment - DLM Master/
Slave

Used to set the charging point function for load management in a DLM net-
work. The charging point that is assigned the setting “DLM Master (With in-
ternal DLM-Slave)”, is the DLM-Master. The charging point that is assigned the
setting “DLM Slave (Master-Auto-Discovery)” is the DLM-Satellite.

Current Imbalance Pre-
vention

This setting specifies whether current imbalances should be limited. The indi-
vidual phase currents are limited so that the value difference between the indi-
vidual phase currents does not exceed the value in the parameter “Current Im-
balance Limit [A]”. This parameter must be set for the DLM-Master only.

Current Imbalance Limit
[A]

Maximum value difference between individual phase currents (in A). This para-
meter must be set for the DLM-Master only.

Example

Parameter Web interface setting
CP1 / DLM-Master CP2 / DLM-Satellite

Dynamic Load Management -
DLM Master/Slave

DLM Master (With internal DLM-
Slave)

DLM Slave (Master-Auto-Discov-
ery)

Current Imbalance Prevention On -

Current Imbalance Limit [A] 20 -
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8 Glossary

Term Explanation

DLM network / DLM-
Master / DLM-Satellite or
DLM-Slave (designation
in the web interface)

Dynamic Load Management
Load management reduces the charging currents of all charging points in a
DLM network as soon as the sum of all charging currents exceeds the ad-
justable current limit for load management. Load management can operate in
a DLM network or at stand-alone charging points.

ECU Electronic Control Unit
control unit

EMS Energy Management System
Gateway charging point The Gateway charging point acts in the network as a portal through which the

entire network is connected to a backend system. The Gateway charging
point can be any charging point that has a wireless communication modem
and a SIM card for wireless communication.

CP Charging point
CS Charging station

Network An Ethernet network (referred to here as “network”) consists of a number of
charging stations that are networked via Ethernet. Local networking can be
used for the following functions:
n Operation of load management
n Connection of several charging points to a backend system via a SIM card

(wireless communication)
It is possible to build a DLM network and a network for connection to a
backend system together in a network.
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